
Test Scenario Description Testcase No API Name Test Case Description Validation Criteria
I'm able to connect to the Claims api (v2) using the given 

api credentials T0001 accessToken Using valid api credential successfully connect to claims endpoint • Successfully connected to the Claims api end point

T0002 Claim Verify a claim can be created successfully
• Receive claims created success response

• Newly created claim can be viewed via  Navigate portal

T0003 Claim
[Negative Case] Verify error response for invalid data in create claim 

request

• Receive invalid request response (Error code and 

scenarios - TBC)

• Claim not created

T0004 Claim
Verify that a claim can not be created using the same ClaimID for the same 

Subscriber code
• Receive invalid request response

Using the Claims api (v2) I am able to search and retrieve 

matching claim(s) T0005 Claim
Verify a claims search can be performed based on the searchable criteria 

(Org , Company , Branch)

• Search response returns matching claim records and 

contains the expected data

Using the Claims api (v2) I am able to view a claim

T0006 OrgUnitId/claimId Verify that a claim can be retrieved using the claimsID 
• Latest version of the claim is returned

• Claim details returned for ClaimID

T0007 Claim
Verify I am able to amend a claim (Claimant details, Vehicle details, 

Add/Remove vehicle(s) etc) that is loaded by my organisation

• Receive claim amended success response

• Amended claim can be viewed via  Navigate portal

T0008 Claim [Negative Case] Verify that a non-existent claim  can not be updated. • Receive invalid request response

T0009 Claim
Verify a claim status changed  (Withdraw, Insert, Delete, Protect, Repudiate, 

Amend)

• Receive claim status changed - success response

• Amended claim can be viewed via  Navigate portal

T0010 Claim

Verify Unauthorised Claim Amendment: 

 

Test that a user without proper authorization cannot modify claim details for 

a claim belonging to another organization.

• Receive invalid request response 

• Claim should not be amended

T0011 Match

Verify that claims can be matched based on claim fields:

1. VRM or VIN

2. Surname and Postcode

3. Surname and Date of Birth

4. Postcode

5. Company Name

• Receive a list of matching claims

• Matching records grouped by matched fields (Postcode, 

vehicle details, etc)

• Same matches returned on Navigate Portal 

T0012 Match
Verify vehicle expected plate transfer and stolen matches for the vehicle(s) 

in the claim
• Matching vehicle records are returned

T0013 Audit Verify that audit history can be retrieved for a claim
• Receive a response with a list of audit records 

associated with the claim.

T0014 Audit
Verify that audit records are created for all relevant auditable actions (Insert, 

Deletion & Amendments)

• Audit records should be present for each action 

performed on the claim.

• Audit records for the claim can be viewed on Navigate 

portal

T0015 Audit [Negative Case] Try to retrieve audit history for a non-existent claim. • Receive invalid request response

Using the Claims api (v2) I'm able to performer the actions 

for the assigned api role
T0016 Claim

Verify that api user with an api role (Api Enquiry, Api Supply & Api 

Management)  is able to perform permitted actions

• Successfully perform authorised operations on a claim

API Enquiry - Lookup Vehicle Data - Cannot load claim or 

delete claim

 Api Supply & Api Management

T0017 Claim
[Negative Case] Verify that api user with an api role (Api Enquiry, Api 

Supply & Api Management)  is not able to perform unauthorised actions
• Receive action not allowed response

Using the Claims api (v2) I am able to retrieve the audit 

history for the specified claim

Using the Claims api (v2) I am able to create a new claim

Using the Claims api (v2) I am able to amend detail(s) of a 

claim

When inserting / amending a claim using the Claims api 

(v2) the expected matches are returned
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